Safe Destruction of Documents Containing Personal Information


       Our Pharmacy provides a wide variety of services to our customers beyond the delivery of pharmaceutical care. In doing so, we will from time to time obtain personal information that is not health care related such as credit and debit card numbers, bank account numbers, confidential financial information and other similar types of such information that make it possible to identify the customer.


In order to avoid this information from being improperly and unlawfully used for identity theft, fraud, or other potential harm or inconvenience to our customers, this policy is intended to be a reminder that all of our customers’ personal information is to be treated with the same degree of privacy, confidentiality and security that applies to the customers’ PHI (Protected Health Information), as required by HIPAA.


That standard of care is to be in place not only while the information is in our possession and control, but also when it may be disposed of because it is no longer needed in our Pharmacy.


Disposal is to be accomplished by shredding, erasing or otherwise making the information unreadable or undecipherable. Please consult with our Pharmacy Manager if you are in doubt as to the best disposal method to use.

          Any non-employee, who visits our pharmacy and could potentially have access to any customer personal information, is required to sign our visitor’s log.


Our customers have entrusted us with their personal information. Each of us must live up to that trust at all times.

